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1	Discussion
Application Server Discovery means the mechanism to find out IP address of Application Server that UE needs to access. Most dominent mechanism for this is DNS procedure as defined by IETF.
<Deployment options>
Usually MNO operates centralized DNS server for cellular service, and the DNS server information is provisioned to the UE via PCO during PDU Session Establishment.
However, if we consider Edge Computing Deployement, following options can be considered . 
Option A – Centralized DNS server: There is DNS server for a certain DN, or the DNS server covers all DN in a PLMN. MNO operates centralized DNS server, and the DNS server needs to be informed of mapping of FQDN and IP address of Edge Application Server which has just instantiated or de-instantiated. It is OAM scope how to provide the mapping of FQDN and IP address of Edge Application Server.
Option B – Decentralized DNS server: MNO may deploy decentralized DNS server per location or per DN. If MNO runs decentralized DNS server in certain area, it should enable the UE to access the DNS server if UE is in the area and using Edge Computing service. If MNO deployes a dedicated DN for support of edge computing, there can be a DNS server for the dedicated DN. In decentralized DNS server deploymenet, it costs less to update up-to-date mapping of FQDN and IP address of Edge Application Server as it only needs to cover certain location or DN for Edge Computing service.
Proposal: The key issue for Edge Application Dicovery should consider both deployment options.
<IP discovery mechanism for Edge Application Server>
Mechanism 1 – DNS procedure: It is widely used mechanism to find out IP address of application server as described above.
Mechanism 2 - SA6 Application Architecture deployment: SA6 Application architecture for Edge Computing (as specified TR 23.758, FS_EDGEAPP) allows UE to resolve IP address of Edge Application Server by using application layer protocol. (Please see 7.1. Solution #1: Edge Application Server Discovery in TR 23.758) In this case, Application layer server (so called Edge Enabler Server in the TR) supports funtionality of providing mapping of FQDN and IP address. Please note that Mechanism 2 is able to cover both centralized/decentralized deployment option (See deployment options in TR 23.758)
It is up to MNO’s policy whether to deploy their DNS server for Edge Computing or SA6 defined application architecture. Therefore, the key issue should consider both mechanism.
Proposal: The key issue for Edge Application Dicovery should consider both mechanisms.


By the way, it should be discussed first whether investigating solution about DNS procedure is in scope of SA2 or not.
DNS procedure between UE and DNS server is well known as application layer protocol. In 3GPP, there has NOT been specified any control plane operation but only specified to provide DNS server address that UE needs to access via PCO. Also DNS handling operation is outside work of modem, which means it is neither a scope of transport layer nor NAS layer. 
On the other hands, for Edge Computing support, resolving IP address of application server located in the edge is key technology. In order to achieve comprehensive feature set by 3GPP for Edge Computing support, 3GPP specification should be able to deal with DNS procedure. As 3GPP has application layer working group – SA6, it is proposed to let SA6 handles application layer protocol (e.g., DNS procedure, and also other application layer protocols) and SA2 may study which information can be provisioned to the UE for DNS handling – like provisioning of information for DNS server.
Proposal: Changes on application layer protocol (e.g., DNS procedure or SA6 defined architecture) should not be in scope of this study
2. Proposal
[bookmark: _Toc510607461]It is proposed to include the following key issue in TR 23.xxx.
1. Whether and how to assist DNS procedure for discovery of Edge Application Server
NOTE: 	Any change for DNS procedure is out of scope of this study.
2. Whether and how to assist architecture model specified in TR 23.758 for Edge Application Server discovery
3. Which information is provided to the UE for application server discovery via control plane signaling
* * * * Start of Change (All new text) * * * *
[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc20224670]5.X	Key Issue #X: Edge Application Server Discovery
5.X.1	Description
Application Server Discovery means the mechanism to find out IP address of Application Server that UE needs to access. For edge computing service, it is key technology to discover IP address of Edge Application Server which located in Edge Data Network.
Two different deployment scenario can be considered as following:
Option A – Centralized DNS server: There is DNS server for a certain DN, or the DNS server covers all DN in a PLMN. MNO operates centralized DNS server, and the DNS server needs to be informed of mapping of FQDN and IP address of Edge Application Server which has just instantiated or de-instantiated. It is OAM scope how to provide the mapping of FQDN and IP address of Edge Application Server.
Option B – Decentralized DNS server: MNO may deploy decentralized DNS server per location or per DN. If MNO runs decentralized DNS server in certain area, it should enable the UE to access the DNS server if UE is in the area and using Edge Computing service. If MNO deployes a dedicated DN for support of edge computing, there can be a DNS server for the dedicated DN. In decentralized DNS server deploymenet, it costs less to update up-to-date mapping of FQDN and IP address of Edge Application Server as it only needs to cover certain location or DN for Edge Computing service.
Two different mechanism can be considered as following:
· DNS procedure: It is widely used mechanism to find out IP address of application server as described above.

· Edge Application Architecture specified by SA6: SA6 Application architecture for Edge Computing (as specified TR 23.758, FS_EDGEAPP) allows UE to resolve IP address of Edge Application Server by using application layer protocol. (Please see 7.1. Solution #1: Edge Application Server Discovery in TR 23.758) In this case, Application layer server (so called Edge Enabler Server) supports funtionality of providing mapping of FQDN and IP address. it is able to cover both centralized/decentralized deployment option (See deployment options in TR 23.758)
It is up to MNO’s policy to choose which deployment scenadrio and which mechanism for edge computing service. Therefore, the solution for this key issue should consider both options.
Open issues:
1. Whether and how to assist DNS procedure for discovery of Edge Application Server
NOTE: 	Any change for DNS procedure is out of scope of this study.
2. Whether and how to assist architecture model specified in TR 23.758 for Edge Application Server discovery
3. Which information is provided to the UE for application server discovery via control plane signaling
* * * * End of Change * * * *
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